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ABSTRACT 

Encryption is the process of converting a plain text message in to cipher text which can be decoded back in to the 

original message. An encryption algorithm along with a key is used in the encryption and decryption of data. There are 

several types of data encryption which form the basis of network security. Encryption schemes are based on block or 

stream cipher. 

The type of the length of the keys utilized depend upon the encryption algorithm and the amount of security 

needed. In Conventional symmetric encryption a single key is used. With this key the sender can encrypt a message and a 

recipient can decrypt the message but the security of the key becomes problematic. In asymmetric encryption, the 

encryption key and decryption key are different. ONE is a public key by which the sender can encrypt the message and the 

other is a private key by which the recipient can decrypt the message. 
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